
EXPERIENCE

EDUCATION

HOBBIES

⋅ Tech content writing

⋅ Researching

⋅ Video Games

ABDELKARIM
MOUCHQUELITA

 Motivated cybersecurity professional specializing in 

penetration testing, red teaming, and application security. 

Skilled in identifying and exploiting vulnerabilities across web, 

API, network, and Active Directory environments. Hands-on 

experience through bug bounty programs, freelance 

pentesting, and advanced labs. Seeking my first professional 

opportunity to apply offensive security expertise and grow 

within a technical role.

Baccalaureate of Science: Science Physiques  | 2022
AL FAID, Nador, Morocco

SKILL HIGHLIGHTS

LANGUAGES

⋅ Arabe - Mother tongue

⋅ English – B2

⋅ Frensh - B1

CERTIFICATIONS

Practical Ethical Hacking | TCM SECURITY

▪ Linux

▪ Problem Solving

▪ Penetration Testing

SUMMARY

Diploma of Specialized Technician in Computer Systems and
Networks |   2024
Cité des Métiers et des Compétences, Nador, Morocco

Certified Red Team Analyst (CRTA) | CyberWarFare

ICHOUMAY, NADOR,  Morocco

abdelkarimmouchquelita@gmail.com

Bug Hunter (Part-time Freelance)| Aug 2023 - Present
Bugcrowd, (Remote)

▪ Reconnaissance
▪ Web Application Security 
▪ Top 10 OWASP
▪ Tools (BurpSuite,Nmap, Sqlmap, Httpx, Fuff, Python, Bash …)
▪ Reporting
▪ My Bugcrowd Profile
▪ My Blog

Junior Penetration Testing (eJPTv2) | INE Security 

linkedin.com/in/mchklt/

Achievements

⋅ Hall of Fame Recognition:
Paysafe Bug Bounty 
Program at Bugcrowd .

▪ Bash

▪ Python

▪ Virtualization

▪ Solving Labs (Tryhackme, HackTheBox)

Bachelor CyberSecurity (in progress)  | 2025                            
Ynov Campus, Casablanca, Morocco

⋅ Secured second place in 
the DGSN CTF qualifiers on 
Secdojo.

Certified AppSec Pentester (CAPen) | SECOPS

Projects

⋅ CVE-2025-30406 – ViewState 
Exploit PoC

⋅ Nmap-Bomber – Parallel 
Port-Scanning Script

⋅ Ping-Pong – Host Monitoring

⋅ auth-bypass – Web Auth 
Bypass Payloads

ProLabs (DANTE, ZEPHYR, POO) | HackTheBox
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